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#3¥% SAKERHETS- OCH UTTALANDE MED BESLUT
INTEGRITETSSKYDDS- 2025-11-12
NAMNDEN

En ansokan om hemlig dataavldasning utan stod i lag

1. Bakgrund

Sakerhets- och integritetsskyddsnamnden (ndamnden) ska underrdttas nar
ratten beslutar i frdga om tillstdnd till hemlig dataavlasning (21 § lagen
[2020:62] om hemlig dataavldsning). Med utgangspunkt i en av dessa
underrdttelser har namnden granskat ett tvangsmedelsirende vid
aklagarkammaren i Uddevalla. Granskningen har avsett att kontrollera om
arendet, i de delar som avser anvdandningen av hemlig dataavlasning, har
handlagts i enlighet med lag eller annan forfattning.

Namnden har tagit del av de handlingar i drendet som avser hemlig data-
avlasning. Med anledning av vissa iakttagelser har ndimnden stallt fragor till
den ansvariga dklagaren.

2.  Rattsliga utgangspunkter

Hemlig dataavlasning innebar att uppgifter, som dr avsedda for automatiserad
behandling och dtkomliga i ett avlasningsbart informationssystem, hamtas in
i hemlighet med ett tekniskt hjalpmedel (1 § lagen om hemlig dataavlasning).
Ett avlasningsbart informationssystem kan avse en elektronisk kommunika-
tionsutrustning men ocksa ett anvandarkonto till, eller en pa motsvarande satt
avgransad del av, en kommunikationstjanst, lagringstjanst eller liknande
tjdnst. [ ett tillstdnd till hemlig dataavlasning ska det anges vilket
avlasningsbart informationssystem tillstandet avser. Ddrutover ska det av
tillstdndet framgd bl.a. under vilken tid som verkstallighet far ske och vilken
uppgiftstyp enligt 2 § forsta stycket som far hamtas in (18 § forsta stycket lagen
om hemlig dataavlasning).

Nér det finns ndgon som ar skdligen misstinkt for brott far hemlig data-
avldsning endast avse ett avlasningsbart informationssystem som anvands,
eller som det finns sarskild anledning att anta har anvants eller kommer att
anvandas, av den misstdnkte. I de fall dar tillstdndet gdller kommunikations-
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avlyssnings-, kommunikationsévervaknings- eller platsuppgifter far det aven
avse ett avlasningsbart informationssystem som den misstdankte har kontaktat
eller kommer att kontakta (4 b § forsta och andra stycket lagen om hemlig
dataavlasning).

3.  Namndens iakttagelser och bedémning

[ arendet har aklagaren, i en forundersokning gallande mord, ansokt om till-
stand till hemlig dataavlasning av ett e-postkonto tillhérande den avlidna mal-
saganden. Ansékan avser uppgiftstypen kommunikationsévervakningsuppgif-
ter och verkstallighetsperioden har angetts fran fem dagar innan beslutet till
cirka en mdnad efter beslutet.

3.1. Ansdkan om hemlig dataavlasning har saknat stod i lag

Av underlaget till ansokan framgar att de brottsbekimpande myndigheterna
ville komma at innehdll i mdlsdgandens dator for att genom innehdllet styrka
motivet till mordet. Av underlaget framgdr vidare att brottsbekampande
myndigheter avsett att komma in i malsdgandens ldsta dator genom att
aterstdlla losenordet till datorn via malsdgandens e-postkonto. Varken i
ansokan eller i underlaget till ans6kan gors gallande att den misstankte anvant
eller kontaktat malsdgandens e-postkonto.

Namnden har stallt fragor till dklagaren om bl.a. den rattsliga grunden for
ansokan. Aklagaren har anfort i huvudsak féljande. Det fanns information om
att malsdganden hade skrivit ndgot i datorn som var viktigt i bevishdnseende.
Det gick att anta att datorn hade anvants av den misstankta personen, men
det framgdr inte av ansokan eller underlaget till ansokan. Att ans6kan var
riktad mot madlsdganden uppmdrksammades inte av Polismyndigheten,
aklagaren eller domstolen. Polismyndigheten verkstallde aldrig tillstandet da
det nagra dagar efter beslutet ansags obehovligt.

Ndmnden konstaterar att det i ansokan med tillhrande underlag saknas
nodvandigt samband mellan den misstankte och det informationssystem som
den hemliga dataavldsningen avser. Att, som dklagaren i efterhand har anfort,
den misstankte kan ha anvant malsdgandens dator dndrar inte det forhdllan-
det. Foljaktligen har ans6kan om hemlig dataavlasning, utan stod i lag, riktats
mot den avlidna malsaganden. Namnden har forstdelse for behovet av att fa
tillgdng till innehadll i malsdgandens dator men ser allvarligt pa att ansokan om
hemlig dataavlasning saknat laglig grund.
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3.2. Uppgiftstyper och tid som verkstallighet far ske

I sammanhanget vill ndamnden papeka att det inte ar mgjligt att ta del av
innehdll i ett e-postmeddelande genom hemlig dataavlasning som avser
kommunikationsévervakningsuppgifter.' Vidare kan namnas att det i ett till-
stand till hemlig dataavldasning ska anges under vilken tid tillstandet far
verkstdllas, inte vilken tid tillstdindet avser. Begrdnsningar for hur gamla
uppgifter som far inhdmtas ska i stdllet anges genom villkor.> Namnden ser
positivt pd atgarder som begransar integritetsintranget men vill framhalla
vikten av att aklagaren vid en ans6kan om hemlig dataavlasning har tillracklig

kunskap om férutsattningarna fér anvandningen av tvdngsmedlet.

4, Beslut

Med detta uttalande avslutas arendet.

Pa Sakerhets- och integritetsskyddsnamndens vagnar

Gunnel Lindberg

[ avgorandet har deltagit: Gunnel Lindberg (ordférande), Eva Melander Tell,
Anti Avsan, Charlotta Bjdlkebring Carlsson, Anna Ekstrém, Matheus Enholm,
Jon Karlfeldt och Per Schéldberg (enhalligt).

Foredragande: Johanna Herder Toll

Expedition till:
Aklagarmyndigheten, dklagarkammaren i Uddevalla

For kannedom till:

Aklagarmyndigheten, tillsynsavdelningen

1Jfr 1§ lagen om hemlig dataavldsning och prop. 2019/20:64 s. 212.
2 Se prop. 2024/25:51 s. 55 och 83.
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